
To better protect your accounts and data, multi-factor authentication
requires two or more authentication methods.

What is Multi-factor
Authentication (MFA)?

A security method used to add a
second layer of authentication
when accessing accounts and/or
devices. In addition to a username
and password, MFA also requires
codes, biometrics, or other
information to sign into an account.

Something You Know
A password
A PIN
The answer to a
security question

Something You Have
A code via text
message
A code from an
authenticator app
Key fob 

Something You Are
A fingerprint
A face scan or photo of
your face 
A voice recording 

Why You Need It

MFA... 
Strengthens your security posture.
Protects you from phishing attempts and
compromised passwords.
Meets compliance regulations.
Saves money by defending against cyberattacks. 

99%
less likely to get
hacked with MFA,
according to 99%
Microsoft.

Protect your business with multi‐layered security. Contact us today!

http://netboxmanagedi
t.com


